
Schloss Hünigen AG manages he hotel Schloss Hünigen manages he hotel Schloss Hünigen and 
operates the website www.schlosshuenigen.ch and it therefore responsible for the collection, pro-
cessing, and use of your personal data and the conformity of the data processing with applicable 
data protection law.

Your trust is important to us, which is why we take the topic of data protection seriously and en-
sure appropriate security. We naturally comply with the legal provisions of the Federal Data Pro-
tection Act (FDPA), the Ordinance to the Federal Data Protection Act (OFDPA), the Telecommu-
nications Act (TCA), and other data protection provisions that may apply under Swiss or EU law, 
especially the General Data Protection Regulation (GDPR).

In order for you to know what personal data we collect from you and for what purposes we use 
the data, please take note of the following information.

DATA PRIVACY POLICY

SCHLOSS HÜNIGEN I Freimettigenstrasse 9 I 3510 Konolfingen
www.schlosshuenigen.ch I hotel@schlosshuenigen.ch

When you visit our website, our servers temporarily store each access in a log file. As with any 
connection to a web server, the following technical data is collected without your intervention 
and stored by us until automatic deletion after 12 months at the latest:
- IP address of the requesting computer,
- Name of the owner of the IP address range (typically your Internet access provider),
- Date and time of access,
- Website from which access originated (referrer URL), with search term used if applicable,
- Name and URL of accessed file,
- Status code (e.g. error message),
- Your computer’s operating system,
- The browser you used (type, version, and language),
- The transmission protocol used (e.g. HTTP/1.1), and
- If applicable, your user name from registration/authentication.

This data is collected and processed to allow the use of our website (establishing a connection), to 
permanently ensure system security and stability, and to optimise our Internet offer as well as for 
internal statistical purposes. We rely on our legitimate interests within the meaning of Art. 6 (1) f) 
GDPR for these processing purposes. 
Furthermore, if there are attacks on the network infrastructure or other prohibited or abusive web-
site uses, the IP address is used together with other data for clarification and defence and may be 
used to identify and take civil and criminal action against the users concerned as part of a criminal 
proceeding. We rely on our legitimate interests within the meaning of Art. 6 (1) f) GDPR for this 
processing purpose.

Data processing in connection with our website

DATA PROCESSING IN CONNECTION WITH OUR WEBSITE



You have the possibility to use a contact form to contact us. We require the fol-lowing information 
for this: 

- First and last name
- Email address
- Message

We only use this data as well as a telephone number you may voluntarily provide to answer your 
contact query in the best possible and personalised way. Pro-cessing of this data is therefore 
required in order to take steps prior to entering into a contract within the meaning of Art. 6 (1) b) 
GDPR or falls within our legitimate interests pursuant to Art. 6 (1) f) GDPR, respectively.

Use of our contact form

You have the option to subscribe to our newsletter on our website. This requires a registration. 
The following data must be provided in the context of a registration:

- Email address

The above data is required for the data processing. In addition, you can voluntarily provide additio-
nal data (date of birth and country). We only process this data to personalise the information and 
offers sent to you and to better tailor them to your interests. 
By registering, you consent to the processing of the provided data for the regular delivery of the 
newsletter to the address you provided and for statistical analysis of user behaviour and for the 
optimisation of the newsletter. This consent constitutes the legal basis under Art. 6 (1) a) GDPR for 
the processing of your email address. We have the right to commission third parties for the tech-
nical handling of marketing measures and have the right to disclose your data for this purpose (see 
Section 13 below).
At the end of each newsletter you will find a link through which you can unsub-scribe from the 
newsletter at any time. You can voluntarily inform us of the rea-son for unsubscribing when you 
unsubscribe. Your personal data is deleted after you unsubscribe. Any further processing will take 
place solely in anonymised form to optimise our newsletter.

Registering for our Newsletter

You can carry out bookings on our website as a guest or you can open a customer account. We 
collect the following data when you register for a customer ac-count:

- salutation
- address
- first and last name
- postal address
- Telephone number
- Email address
- Credit card details

The collection of this data as well as other data that you provide voluntarily (e.g. time of arrival, 
additional email address, wishes and annotations) is for the purpose of providing you with a pass-
word-protected direct access to your basic data as stored with us. You can view your past and 
current bookings or manage and edit your personal data. 
The legal basis for processing the data for this purpose is your consent pursuant to Art. 6 (1) a) 
GDPR.

Booking on the website, by correspondence, or by telephone



Cookies help in many ways to make your visit to our website easier, more pleas-ant, and more 
useful. Cookies are information files your web browser automati-cally stores on your computer‘s 
hard drive when you visit our Internet page. 

For example, we use cookies to temporarily store your selected services and in-put when filling 
in a form on the website so that you do not need to repeat the in-put when accessing another 
sub-page. Cookies may also be used to be able to identify you as a registered user after registering 
on the website without having to log in again when you access another sub-page.

Most Internet browsers automatically accept cookies. However, you can config-ure your browser 
so that no cookies are stored on your computer or so that a no-tice always appears before you 
receive a new cookie. On the following pages, you will find explanations as to how to configure 
the processing of cookies in the most common browsers:
- Microsoft Windows Internet Explorer 
- Microsoft Windows Internet Explorer Mobile
- Mozilla Firefox
- Google Chrome for Desktop
- Google Chrome for Mobile
- Apple Safari for Desktop
- Apple Safari for Mobile
Disabling cookies may prevent you from using all the features of our website.

Cookies

We use the web analysis service Google Analytics for needs-based design and continuous opti-
misation of our website. Pseudonymised use profiles are generat-ed and small text files that are 
stored on your computer („cookies“) are used in this context. The information about your use of 
this website generated by the cookie is sent to the servers of the provider of these services and 
stored and pro-cessed for us there. In addition to the data listed under Section 1, we receive the 
following information in some circumstances:
- Navigation path a user takes through the site,
- Time spent on the webpage or a sub-page,
- The sub-page from which the webpage was left, 
- The country, region, or city from which access originates, 
- End device (type, version, colour depth, resolution, width, and height of browser window), 
and
- Returning or new user.
The information is used to analyse the use of the website, to compile reports about website acti-
vities, and to perform other services related to website use and Internet use for purposes of mar-
ket research and needs-based design of this webpage. This information may also be sent to third 
parties if required by law or if third parties are processing this data on a contract basis.

Tracking-tools



Google Analytics:
The provider of Google Analytics is Google Inc., an undertaking of the holding company Alphabet 
Inc., with registered office in the USA. Before the data is transmitted to the provider, the IP address 
is abbreviated inside the Member States of the European Union or in other contracting parties to 
the Agreement on the European Economic Area by activating IP anonymisation („anonymizeIP“) 
on this website. The anonymised IP address transmitted by your browser within the framework of 
Google Analytics will not be linked to other Google data. Only in exceptional cases will the full IP 
address be transmitted to a Google server in the USA and abbreviated there. In this case, we use 
contractual guarantees to ensure that Google Inc. maintains an adequate level of data protection. 
According to Google Inc., under no circumstances is the IP address linked to other data about the 
user. 

You can find further information about the web analysis service used on the web-site of Google 
Analytics. You can find instructions on how to prevent the pro-cessing of your data by the web 
analysis service under http://tools.google.com/dlpage/gaoptout?hl=de.

On arrival at our hotel, we require the following information from you and your travel companion, 
if applicable:
- First and last name
- Postal address
- Date of birth
- Nationality
- Day of arrival and departure
- Room number
- Signature

We collect this information for the fulfilment of legal reporting obligations, which result in particu-
lar from hospitality industry or police regulations. If we are obliged to do so under the applicable 
regulations, we will forward this information to the relevant police authority. 
We have a legitimate interest in the fulfilment of the legal requirements within the meaning of Art. 
6 (1) f) DSGVO.

Data processing for the fulfilment of legal reporting obligations

If you carry out bookings through a third-party platform, we receive various personal information 
from each platform operator. As a rule, these are the data listed in Section 5 of this data privacy 
policy. In addition, we may receive questions regarding your booking. We will in particular process 
this data to record your booking as requested and to provide the booked services. The legal basis 
for pro-cessing the data for this purpose is the performance of a contract pursuant to Art. 6 (1) b) 
GDPR. Finally, the platform operator may notify us of disputes in connection with a booking. In 
some circumstances, we may receive data about the booking process, which may include a copy 
of the booking confirmation as a receipt of the actual booking transaction. We process this data to 
protect and enforce our claims. This constitutes our legitimate interest within the meaning of Art. 
6 (1) f) GDPR. Please also note the data protection information of the relevant provider.

Booking platforms



We store the data specified in Sections 2-5 and 8-10 in a central electronic data processing sys-
tem. The data relating to you is recorded and linked in the system to process your bookings and 
to provide contractual services. To do this, we use a software of REBAGDATA AG, Einsiedler-
strasse 533, PO Box 426, CH-8810 Horgen. For the processing of this data in the framework of 
the software we rely on our legitimate interest within the meaning of Art. 6 (1) f) GDPR in custo-
mer-friendly and efficient customer data management.

Central storage and linking of data

We only store personal data as long as it is necessary to use the abovementioned tracking services 
and to carry out the further processing activities in the frame-work of our legitimate interests. We 
retain contractual data for a longer period of time, as this is prescribed by legal retention obligati-
ons. Retention obligations that require us to retain data arise from regulations relating to reporting 
law, accounting, and tax law. According to these regulations, business communication, concluded 
contracts, and accounting records must be kept for up to 10 years. If we no longer need this data 
to perform the services for you, the data will be blocked. This means that the data may then only 
be used for billing and tax purposes.

Retention period

We only disclose your personal data if you have given your express consent, if there is a legal 
obligation to do so, or if this is necessary to enforce our rights, especially to enforce claims arising 
from the contractual relationship. In addition, we disclose your data to third parties as far as this 
is necessary in the context of use of our website and contract processing (including outside the 
website), namely to process your bookings. 

A service provider to whom personal data collected through the website is dis-closed to or who 
has or can have access to is our web host METANET AG, Josefstrasse 218. The website is hosted 
on servers in CH-8005 Zürich. The data is disclosed for the purpose of providing and maintaining 
the functionalities of our website. This constitutes our legitimate interest within the meaning of 
Art. 6 (1) f) GDPR.

Finally, if you make a credit card payment on the website, we disclose your credit card information 
to your credit card issuer and to the credit card acquirer. If you decide to pay by credit card, you 
will in each case be asked to enter all required information. The legal basis for disclosing the data 
is the performance of a con-tract pursuant to Art. 6 (1) b) GDPR. In regard to the processing of 
your credit card information by these third parties, we ask that you also read the general terms and 
conditions and the data privacy policy of your credit card issuer.

Disclosure of data to third parties



We have the right to transmit your personal data to third parties (contracted service providers) 
located abroad for the purpose of the data processing described in this data privacy policy. These 
are obliged to ensure data protection to the same extent as we are. If the level of data protection 
in a country does not correspond to the Swiss or European level, we shall ensure by contract that 
the protection of your personal data corresponds at all times to that in Switzerland or the EU.

Transmission of personal data abroad

We take appropriate technical and organisational security measures to protect your personal data 
stored with us against manipulation, full or partial loss or de-struction, and unauthorised access by 
third parties. Our security measures are continuously improved in line with technological develop-
ments.

You should always treat your access data confidentially and close the browser window when you 
have ended communication with us, especially if you used a shared computer.

We also take internal data protection very seriously. Our employees and the ser-vice providers 
we retain have been obliged by us to maintain confidentiality and to comply with data protection 
regulations.

Data security

You have the right to know about the personal data that we store about you on request. In ad-
dition, you have the right to the correction of incorrect data and the right to the deletion of your 
personal data, insofar as this does not conflict with any legal obligation to retain data or a legal 
basis that allows us to process the data.

You further have the right to ask for the release of the data you have given us (right to data porta-
bility). On request, we will also pass on the data to a third party of your choice. You have the right 
to receive the data in a current file format.

You can contact us at the email address hotel@schlosshuenigen.ch for the aforesaid purposes. We 
may, at our discretion, require proof of identity to process your requests.

Right to access, correction, deletion, and restriction of processing, 
right to data portability



For the sake of completeness, we would like to point out to users residing or domiciled in Switzer-
land that monitoring measures are in place in the US by US authorities, which generally allow the 
storage of all personal data of all persons whose data is transmitted from Switzerland to the US. 
This is done without distinction, restriction, or exception by reference to the goal and without an 
objective criterion that allows access by US authorities to the data and later use thereof to be res-
tricted to very specific, strictly limited purposes that could justify the intervention associated with 
access to and use of this data. In addition, we would like to point out that there are no legal reme-
dies in the US for data subjects from Switzerland that would allow them to obtain access to the 
data relating to them and to obtain the correction or deletion thereof, and that there is no effecti-
ve court protection against general access rights of US authorities. We explicitly point out this legal 
and factual situation to the data subject so that he or she can make an in-formed decision about 
consenting to the use of his or her data.

Users residing in an EU Member State are advised that the US does not have an adequate level of 
data protection from the perspective of the European Union – partly because of the issues men-
tioned in this section. Insofar as we have stated in this data privacy policy that recipients of data 
(such as Google) have their headquarters in the US, we will ensure that your data is protected at an 
adequate level by our partners, either through contractual agreements with these companies or by 
ensuring that these companies are certified under the EU- or Swiss-US Privacy Shield.

Notice regarding data transfer to the US

You have the right to file a complaint with a data protection supervisory authority at any time.

Status: 03 May 2019

Right to file a complaint with a data protection supervisory authority



Wir sind berechtigt, Ihre persönlichen Daten zum Zwecke der in dieser Datenschutzerklärung be-
schriebenen Datenbearbeitungen auch an dritte Unternehmen (beauftragte Dienstleister) im Aus-
land zu übertragen. Diese sind im gleichen Um-fang wie wir selbst zum Datenschutz verpflichtet. 
Wenn das Datenschutzniveau in einem Land nicht dem schweizerischen bzw. dem europäischen 
entspricht, stellen wir vertraglich sicher, dass der Schutz Ihrer personenbezogenen Daten demje-
nigen in der Schweiz bzw. in der EU jederzeit entspricht.

Übermittlung personenbezogener Daten ins Ausland

Wir bedienen uns geeigneter technischer und organisatorischer Sicherheitsmass-nahmen, um 
Ihre bei uns gespeicherten persönlichen Daten gegen Manipulation, teilweisen oder vollständigen 
Verlust und gegen unbefugten Zugriff Dritter zu schützen. Unsere Sicherheitsmassnahmen werden 
entsprechend der technologischen Entwicklung fortlaufend verbessert.
Sie sollten Ihre Zugangsdaten stets vertraulich behandeln und das Browserfenster schliessen, 
wenn Sie die Kommunikation mit uns beendet haben, insbesondere wenn Sie den Computer ge-
meinsam mit anderen nutzen.

Datensicherheit

Sie haben das Recht, über die personenbezogenen Daten, die von uns über Sie gespeichert wer-
den, auf Antrag Auskunft zu erhalten. Zusätzlich haben Sie das Recht auf Berichtigung unrichtiger 
Daten und das Recht auf Löschung Ihrer personenbezogenen Daten, soweit dem keine gesetzli-
che Aufbewahrungspflicht oder ein Erlaubnistatbestand, der uns die Verarbeitung der Daten ge-
stattet, entgegensteht.
Sie haben zudem das Recht, diejenigen Daten, die Sie uns übergeben haben, wieder von uns 
herauszuverlangen (Recht auf Datenportabilität). Auf Anfrage geben wir die Daten auch an einen 
Dritten Ihrer Wahl weiter. Sie haben das Recht, die Daten in einem gängigen Dateiformat zu 
erhalten.
Sie können uns für die vorgenannten Zwecke über die E-Mail-Adresse hotel@schlosshuenigen.ch 
erreichen. Für die Bearbeitung Ihrer Gesuche können wir, nach eigenem Ermessen, einen 
Identitätsnachweis verlangen.

Recht auf Auskunft, Berechtigung, Löschung und Einschränkung 
der Verarbeitung, Rechte auf Datenübertragbarkeit



Aus Gründen der Vollständigkeit weisen wir für Nutzer mit Wohnsitz oder Sitz in der Schweiz dar-
auf hin, dass in den USA Überwachungsmassnahmen von US-Behörden bestehen, die generell die 
Speicherung aller personenbezogenen Daten sämtlicher Personen, deren Daten aus der Schweiz 
in die USA übermittelt wurden, ermöglicht. Dies geschieht ohne Differenzierung, Einschränkung 
oder Ausnahme anhand des verfolgten Ziels und ohne ein objektives Kriterium, das es ermög-
licht, den Zugang der US-Behörden zu den Daten und deren spätere Nutzung auf ganz bestimmte, 
strikt begrenzte Zwecke zu beschränken, die den sowohl mit dem Zu-Gang zu diesen Daten als 
auch mit deren Nutzung verbundenen Eingriff zu recht-fertigen vermögen. Ausserdem weisen 
wir darauf hin, dass in den USA für die betroffenen Personen aus der Schweiz keine Rechtsbehel-
fe vorliegen, die es ihnen erlauben, Zugang zu den sie betreffenden Daten zu erhalten und deren 
Berichtigung oder Löschung zu erwirken, bzw. kein wirksamer gerichtlicher Rechtsschutz gegen 
generelle Zugriffsrechte von US-Behörden vorliegt. Wir weisen den Betroffenen explizit auf diese 
Rechts- und Sachlage hin, um eine entsprechend in-formierte Entscheidung zur Einwilligung in 
die Verwendung seiner Daten zu treffen.

Nutzer mit Wohnsitz in einem Mitgliedstaat der EU weisen wir darauf hin, dass die USA aus Sicht 
der Europäischen Union – unter anderem aufgrund der in diesem Abschnitt genannten Themen 
– nicht über ein ausreichendes Datenschutzniveau verfügt. Soweit wir in dieser Datenschutzer-
klärung erläutert haben, dass Empfänger von Daten (wie z.B. Google) ihren Sitz in den USA haben, 
werden wir entweder durch vertragliche Regelungen zu diesen Unternehmen oder durch die Si-
cher-stellung der Zertifizierung dieser Unternehmen unter dem EU- bzw. Swiss-US-Privacy Schild 
sicherstellen, dass Ihre Daten bei unseren Partnern mit einem an-gemessenen Niveau geschützt 
sind.

Hinweis zu Datenübermittlungen in die USA

Sie haben das Recht, sich jederzeit bei einer Datenschutzaufsichtsbehörde zu beschweren.

Stand: 3. Mai 2019

Recht auf Beschwerde bei einer Datenschutzaufsichtigsbehörde


